THE ORPINGTON & BROMLEY GATEWAY CLUB
(Including The Scadbury Centre)
GDPR & DATA PROTECTION POLICY
This version – April 2025
Next review – April 2026


Purpose
To ensure compliance with the UK General Data Protection Regulation (UK GDPR) and Data Protection Act 2018, protecting personal data handled by the charity.
Scope
This policy applies to all staff, volunteers, and trustees who handle or have access to personal data.
Principles
We will adhere to the following data protection principles:
1. Data is processed lawfully, fairly, and transparently.
2. Data is collected for specific, explicit, and legitimate purposes.
3. Data is adequate, relevant, and limited to what is necessary.
4. Data is accurate and kept up to date.
5. Data is kept for no longer than necessary.
6. Data is handled securely.
Our Responsibilities
· Only collect data where we have a lawful basis (e.g. consent, legal obligation, legitimate interest).
· Provide clear privacy notices.
· Store data securely (e.g. password protection, locked files).
· Ensure third parties (e.g. IT providers) are compliant with GDPR.
· Respond to subject access requests within 1 month.
· Report data breaches to the ICO and affected individuals when required.

Individual Rights
People have the right to:
· Access their data.
· Request correction or deletion.
· Object to processing.
· Withdraw consent at any time.
Retention and Disposal
Personal data will be kept only as long as necessary, in line with our data retention schedule (+5 years post use). Confidential data will be securely destroyed upon cease of use.
Training and Awareness
All staff and volunteers will be briefed on data protection responsibilities as part of induction and 

Useful contacts
Andrew Muckle – CEO – Andrew.muckle@orbgateway.club/07759 440 310
Damian Cobbold – Chairman of Trustees – chairman@orbgateway.club
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